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Competing against the likes of
Microsoft and IBM, Mobilelron
was struggling to reach C-Suite
decision makers. It needed

a campaign to capture the
attention of this audience and
start sales conversations.

Champion's ‘Trouble at the Top’
campaign exceeded all of our
expectations, from the beginning
ideation of the campaign, to
designing and implementing the
survey, and managing it with the
utmost detail — and then to cap it
all off with awesome coverage.

Becca Chambers
VP Corporate Communications,
Mobilelron
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Cybersecurity's
Greatest Insider
Threat Is In The
C-Suite

Louis Columbus
Former Contributor ®

Enterprise Tech

e 84% of C-level executives say
they had been targeted by at

least one cyberattack in the

past year, with phishing
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C-Sulte execs pose the greatest threat to mobile m N et Th e Camp a ig n m et
all of our objectives:

C—Le:.rqel Executives the Weakest Link in Organizations’
Mobile Security
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CXOs are the weakest link in
mobile device security and most
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Why the C-Suite
Is the weakest link
when it comes to
cybersecurity
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C-suite employees most vulnerable to cyber attacks

Mariy executives want to be excepted from security protocols
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Who is the weak link in mobile security? This study Yandine —
suggests it's the C-suite DARKReading A
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Mo}t:':elron r?pnrt warns of C-suite risk to B ecca C h a m be rs
e VP Corporate
B EEmstenm Communications,

Enterprise Mobility, Enterprise Mobility

e o e, e Mobilelron

James is editor in chief of TechForge Media, with a passion
for how technol influence business and several

and Jean Michel Jarre. James can be found tweeting at
@James_T_Bourne,
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Senior lﬂanag:rs Twice as Likely to
Share Work Devices With Outsiders
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C-suite execs often
pressure IT teams to make
security exceptions for

them ‘Hm‘”m.““

cybersecurity - but a new Mabilelron study has
found that the fish rots from the head.
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Saudi Arabian prince reportedly hacked Jeff Bezos'
phone with malicious WhatsApp message
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makers and 50 C-level executives, the C-suite is the
most likely group within an organisation to ask for
more relaxed mobile security protocols, in spite of
being the most likely targets for attacks.
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This article,
concerning the
hacking of Jeff
Bezos’ phone, was
the inspiration

for Champion'’s
campaign
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